
Training Requirements for SWFT Accounts  
 

PSSAR submissions for all new accounts or account modifications must be accompanied by proof of 
completion of both of the following training courses.  The certificates must indicate that the course 
was completed within the past 12 months: 
 
1. Cyber Security Awareness/Information Assurance course (2 options): 
a. DISA training course at http://iatraining.disa.mil/eta/cyberchallenge/launchpage.htm or, 
b. Security training course provided by the cleared service/company/agency. 
 
2. Personally Identifiable Information course (3 options): 
a. DISA training course at http://iatraining.disa.mil/eta/piiv2/disapii201/module.htm or, 
b. DSS training course at http://www.cdse.edu/catalog/elearning/DS-IF101.html (requires a STEPP 
account). 
c. PII training course provided by the cleared company/agency (must be approved by the SWFT PM). 
 
Please note that DMDC does not retain the training certificates after the processing of the PSSAR is 
completed and the requested account has been created or modified. It is up to the individual or the 
organization to maintain proof of the completed training, as they will be requested in the event of a 
security incident or an audit, or when submitting a new PSSAR. 
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